Internet Explorer Setting
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Click on gear icon
Go to internet option
Go to security and click on custom level
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Locate “Display mix content” and click on “Enable”
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Click “OK” ignore any warning message and apply it.
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Click on “Trusted Sites”
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Add https://aims.vsp.virginia.gov
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Add Virginia.gov in compatibility view setting
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Click on gear icon again
Click on compatibility view setting
Add Virginia.gov
Click close
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Step 2 complete

Java configuration
Click on “START”
Type configure java
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Click on “Security”
Click on “Edit”
Add https://aims.vsp.virginia.gov
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Click on “Advanced” as below
[image: ]
Page 1 of 8
Java and Internet Explorer settings Ver1 -06-2019-R.Gosai

image4.png
Warning!

’ Are you sure you want to change the settings for this zone?
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